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STAY SECURE
THIS END OF FINANCIAL YEAR

The end of the financial year is a busy time for organisations and their employees. 
Cyber criminals look to take advantage of this period, where we might be more 
likely to overlook the signs of a scam. 

> $98M
in losses from Business 

Email Compromise (BEC) 13%2

In FY 2021-22, cybercrime 
reports increased by nearly

447
The ACSC received

ransomware reports 
in FY 2021-22

Help keep your organisation safe by staying vigilant to online scams and 
following the below tips.

CONFIRM THE SENDER

Look for the signs of Business Email Compromise 
(BEC). If you receive an unusual, urgent or threatening 
request via email, be suspicious and confirm the 
authenticity by contacting the sender directly 
through another channel.

Scammers may impersonate or compromise a trusted
supplier’s email account and attempt to extort money
from businesses by sending invoices that appear
genuine but contain the scammers account details.
According to Scamwatch, in April 2023, there was
$5,023,678 stolen through false billing scams.

PAUSE BEFORE YOU PAY

CALL OUT SUSPICIOUS MESSAGES

At this time of year, scammers may impersonate the 
ATO and threaten individuals and businesses with 
tax debt or offer rebates. In Australia, $4,217,895 
has been reported stolen through rebate scams 
so far in 2023. If you’re unsure, always contact the
ATO directly.

STAY UP-TO-DATE

For more information on how to protect yourself and 
your organisation from cybercrime: 

•    Visit the ATO at ato.gov.au and search for scam alerts 

•    Visit the Australian Cyber Security Centre (ACSC) at
cyber.gov.au 

•    Visit the ANZ Security Centre at anz.com.au/security

1,2,3 ACSC Annual Cyber Threat Report 2021-2022. 4,5 Scamwatch.gov.au 
Disclaimer: This information is general in nature and doesn’t take into account your objectives, financial situation or needs. The information 
is current as of May 2023 and is subject to change without notice to you. Although we have sought to ensure that all information is free from 
error and/or obtained from sources that we believe are reliable, ANZ does not warrant its accuracy, adequacy, currency or completeness. 
ANZ recommends that you seek independent advice before acting upon information within or accessed from this flyer.


