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ANZ Hong Kong warns against phishing email 
 

ANZ Hong Kong today alerted customers to a phishing email which claims to be sent from 

ANZ using the address <bluestarplastics@curlin.intelliwire.net>, and includes a hyperlink to 
a fraudulent website with the following URL: 

 

ANZ said it has no connection with the unauthorized email and did not send any emails from 
this address to customers. 

ANZ takes the issue of cyber-security seriously, and would like to remind customers that it 

does not send email or text messages asking for confidential account, financial or log-in 
details for banking services. 

If customers are concerned that they may have disclosed their information to this 

unauthorized email or fraudulent website, please call ANZ customer hotline at +852 3559 
6002 or report to the Hong Kong Police Force immediately.   

For more information on email or information security, please visit the ANZ security centre. 
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